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Постановка задачи:

Разработать программу, реализующую шифр Цезаря. Программа должна зашифровывать и расшифровывать текст при помощи ключа, так же производить дешифровку посредством частотного анализа и биграмм.

Ход выполнения работы:

1. В программу загружается большой текст и одна случайно выбранная из него глава.
2. С помощью метода, реализующего шифрование посредством шифра Цезаря, шифруется глава.
3. Полученный текст дешифруется методом, реализующим дешифрование посредством шифра Цезаря и методом, реализующим дешифрование посредством частотного анализа. Причем второй метод сначала сопоставляет наиболее часто встречающиеся биграммы главы с наиболее часто встречающимися биграммами большого текста, а после сопоставляет по одной оставшиеся буквы.

Вывод:

Дешифрация посредством частотного анализа, в отличии от шифра Цезаря, не восстанавливает исходный текст на 100%.